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Incident Management

The constant availability of superlative service has
become imperative for the successful operation of
today’s IT-driven businesses. Incident Management is
an IT Service Management (ITSM) process that helps
ensure the same during incidents and minimizes the
chances of any adverse impact on business.

SUMMIT Incident Management, an ITIL 2011 certified
module, is designed to help tackle incidents smartly
and prevent recurrence. Packed with powerful features
like out-of-the-box Categorization, Knowledge
Management, Auto-Routing, and Auto Escalation
workflows, SUMMIT provides the option to route
incidents based on diverse criteria. The automated
feedback mechanism validates and captures the

solution, and also helps monitor SLA compliance.

Self-Service Portal

Key Features

e Self-Service Portal

e Multi-Tenant Platform

e Remote Desktop Sharing and Chat with User
e Comprehensive Reporting

e Checklists

e Per-Incident Cost Management

e Customer Satisfaction (CSAT) Survey

SUMMIT offers multiple ways for end users/customers
to access the services of their service providers. End
users can log an incident through a web portal, an email/
SMS, or a phone call. SUMMIT enables integration to
the Active Directory, allowing users to log an incident
record through a Single Sign-On (SSO).

The Self-service Portal provides end users the option
to view all the incidents logged by them with the status
details. In addition, it also allows users to view all the
related policy documents published by the respective
department and frequently used knowledge articles.

|3 ASSET DASHBOARD

@R useroasieoaro % ANALYST DASHBOARD

INCIDENT

40 <3 =

OPEN INCIDENTS MEW INCIDENT MY INCIDENTS

LOOKING FOR AN ANSWER

Search.. Q

‘.‘ BULLETIN BOARD =

FEEDBACK Online certification is open, Please complete all your tests by End of

April 2015

SERVICE REQUEST

12 -8 =

OPENM REQUESTS MEW REQUEST MY REQUESTS

OTHERS

8

MY ASSETS

Resolution SLA SLA Summary

Goal Settings for Year 2015 ks open - Please complete your goal settings
before end of April

KNOWLEDGE RECORDS
‘. ‘ IMPORTANT

Outlook Configuration '
You can set up your Office 365 for busin...

M

MOST VIEWED HIGHEST RATED

FEEDBACK

USB Access (£
To gnablé USE MECE5S 6N your System you ...

1

MY ENTITLEMENTS

SUMMIT Incident Management Data Sheet



Multi-Tenant Platform

The SUMMIT Incident Management is a multi-tenant platform that enables enterprises to configure multiple Service
Desk instances, such as IT, HR, Finance, etc. to provide SLA-based services to the end users. SLAs for the respective
Service Desk instances can be different and the data privacy between instances can be controlled by providing the
relevant access to the assigned Analysts.
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Remote Desktop Sharing and Chat with User

The SUMMIT Incident Management system enables the assigned Analysts to connect to the end user’s managed
point remotely to troubleshoot the reported incident. It also helps the end users and the assigned Analysts to
collaborate via a chat engine. The transcripts of the chat conversation about the incident are recorded.

REMOTE DESKTOP SHARING

Analyst EmalliD Vijaya Shanker@symphonyteleca.com 1. Verify Analyst's Emall Address and Customer’s Email Address

2. Click "Request” button and wait for the session 10 get started.

3, Once session is initiated on your end, wait for the remote client £ join

4. In case of remate session crashing or unable to start the session, try ta invite or initiate the session
# join the session immediately from the session list below

Customer EmaikiD

S, If you are using browsers like Firefox or Chrome, you may have to run the downloaded application
manually.

Old Sessions

Customer Email 10 Session ID Requested Date Status Actions
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Comprehensive Reporting

e Dashboard: Monthly reports on the incident volume,
incident status, SLA summary, workgroup summary,
user group summary, details of pending incidents
along with the graphical representation of the
incident volume and the incident status.

e SLA reports: By workgroup, Analyst, customer,
and location: Reports displaying the response and
resolution compliance for defined time duration for
all the severities are generated.

e Cost per-incident report: Reports displaying cost of
resolving incidents and chargeback business based
on costs.

e Openincident status: Reports displaying all the
open incidents with details, such as incident ID, log
time, status, medium, caller, category, description,
severity, and workgroup.

Incident status: Reports displaying data about
the performance of a workgroup with respect
to the resolution of an incident as per the SLA
requirements.

Classification reports: Reports displaying incidents
by classification and category, Top 20 classifications,
assigned to workgroup, and closure code.

Miscellaneous reports: Reports displaying Top 20
callers, reopened incidents, incident bounce reports,
and daily reports.

Feedback summary reports: Graphical report
displaying feedback and also a detailed rating
report on each feedback question that the client has
customized for their processes.
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Checklists

Using the SUMMIT Incident Management module, Analysts can create checklists of action items for incidents.

The action items and their status are tracked during the life cycle of the incident to ensure successful closure of

the incident.
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Per-Incident Cost Management

Customer Satisfaction (CSAT) Survey

Using the SUMMIT Incident Management module, the
cost of each incident can be defined and tracked on a

weekly or monthly basis, based on the category of the
incident. Drill-down reports are also available to track

the cost associated with the incident resolution.

e Transactional Feedback: User feedback on various
configurable questions for each of the resolved
incidents.

e Periodic CSAT: Various templates are available to
collect feedback from the user at defined intervals.

FEEDBACK - INCIDENT 1D: 720929

1) How do you rate this call resolution quality by IT Service Desk?: -
2) How do you rate the technical quality of the Service Desk Executives?: - _'
3) Overall, how do you rate the experience of using IT Service Desk?: -
4) How do you rate the professionalism and communication skills for -—
ServiceDesk agents?:
Comments:

SUBMIT

The issue was resolved very quickly. Thanks for your help!
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Core Benefits

e Industry best practices for call logging and resolution

e High first call Resolution (FCR) with contextual knowledge records

e Service response improvement and resolution through SLA governance
e Improve Analysts’ productivity and uplift their morale

e Customer satisfaction improvement

e Rapid resolution through centralized Knowledge Base

e Real-time reports for the management
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